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Information Security Policy

The information security work at ICU Scandinavia AB has its starting point in structured risk
analyses to weigh the right level of protection in all parts of the business in order to:

e prevent unauthorized persons from gaining access to information (Confidentiality)

e ensure that the information produced and processed is correct, up-to-date and complete
(Integrity)

e contribute to the information being accessible when needed (Availability)

e ensure the origin of each event (Traceability)

This means that:

e employees, partners and suppliers work in line with our information security policy with
associated guidelines and routines.

¢ all information assets and technical equipment have adequate protection.

e constantly develop the skills of the staff in the handling and use of technical equipment
e develop safe products and services

e deviations and incidents are systematically documented and followed up, so that
experiences from these can be used as part of the continuous improvement work

e |dentify, interpret and comply with applicable laws and other requirements that affect
our business.

Our information security work must be constantly improved with the help of continuously
revised goals and action programs.

licy must be reviewed every time a new risk analysis is done
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